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Abstract

The problems of developing the internal control system of companies are becoming more acute in a rapidly
improving digital economy. This article examines the issues and prospects of the business internal control system in the
digital economy. A SWOT analysis was compiled through which the advantages and disadvantages of automation of the
internal control system were discussed, noting possible benefits such as improved efficiency, reduced errors and risks,
and accelerated decision-making processes. At the same time, they point to other problems, such as ensuring information
security, and data protection, and training employees to use new technologies.

The main purpose of the article is a comprehensive review of the relevance of the development and problems of
internal control of the company in the digital economy on the world stage. The article discusses important topics such as
the analysis of current trends in the digital economy at the global level and their impact on the requirements for internal
control systems, such as compliance with international standards, local laws, and the conduct of state control. The article
also discusses existing automation products, considering the positive aspects and problems of implementation, as well as
popular programs according to the level of popularity of software implementation for internal control and financial
reporting. In conclusion, the study emphasizes that in the digital economy, internal control systems must be constantly
updated and developed, and companies, in turn, must actively use modern information technologies to increase efficiency
and competitiveness.
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Introduction

The digital economy of today is evolving at a rapid pace. Internal control and other professional
domains like accounting and auditing must be developed because of this lever. A company's ability
to avoid fraud and produce financial statements that comply with legal requirements is largely
dependent on its internal control system, which is a crucial component of how an economic entity
does business. Both large and small enterprises have to abide by local and international laws as well
as the demands of stakeholders, including the public, supply chains, shareholders, and employees.
Pressure from both internal and external users forced the Internal Control Service to move to digital
technologies to enhance its operations. The research's applicability is dictated by the company's
internal control development stage now, which is focused on automating and digitalizing the financial
statement formation process. This is supported, for instance, by the audit companies' conclusions that
digitalization is a crucial part of the overall transformation strategy that encompasses the internal
control system as well as the business.

The main purpose of the article is to study the impact of digitalization on the internal control
system at the current stage of economic development in different countries of the world.

Innovations in the field of internal control are becoming increasingly important due to
widespread globalization, the digitalization of information flows, the massive transition of business
to online mode, and the need to create new competitive advantages. Digitalization creates new
opportunities for the organization of internal control but also imposes new requirements on it [1].

The research hypothesis states that the use of the right technologies in combination with legal
requirements and internal company procedures allows companies to develop rapidly in the digital
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economy, reducing control time and meeting new and changing customer needs. It also encourages
innovation and growth in the future.

To achieve this goal, the following tasks are disclosed:

- conducting a SWOT analysis of the internal control and audit domain's adoption of digital
systems;

- identification of legislative acts that guide firms at the present stage;

- the allocation of software that contributes to the modernization of the internal control and
audit of the company.

The subject of the study is software products, as well as other factors influencing the
development of automation of internal control of companies around the world.

The scientific novelty of this work examines theoretical questions about the advantages and
disadvantages of the digitalization of internal control systems. In addition, the study examines
practical recommendations for creating digital platforms using digital technologies.

Materials and methods of research

The primary benefits, requirements, challenges, and digital technologies associated with
digitizing internal audit and control are covered in this article. To study the impact of digital
technologies on the internal control system of financial statements, a statistical analysis of the data
obtained was used to determine the level of value of digitalization in different countries of the world.
Through a comparative analysis, universal software is recommended, which affects the effectiveness
of the company's internal control and analysis of financial reporting indicators.

Using the method of literary data review, important aspects of the digitalization of the internal
control system were presented, as well as an analysis of high-quality software products to assess their
effectiveness and impact on the quality of financial statements.

The paper describes the legislative acts regulating the procedures for protecting information
during the audit and internal control of the company. We also highlighted the main results of the
statistical data of audit companies, emphasizing the relevance of detecting fraud and misstatement of
financial statements.

The key tool was a SWOT analysis to identify the strengths, prospects, and weaknesses of the
development of the internal control system in the digital economy. The results of the study are shown
schematically in the form of graphs and tables.

Results and its discussion

According to ACCA experts, the driving forces behind the digital transformation of the auditing
industry and internal control systems are global technologies, mass communications, media content,
and cutting-edge professional programs. These factors are developing together with the need to attract
new financing models and substantiate the results of controlling [2].

Additionally, Figure 1 presents an analysis of the current situation of the introduction of a digital
internal control system based on the collected statistical data from reports of international companies
[3]1, [41, [5]. [6], proving the relevance of automation of the internal control system.
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* According to the PwWC Global State of Information Security Survey 2022,
68% of organizations worldwide have implemented artificial intelligence
to improve internal controls and cybersecurity

Use of internal control
technologies

« According to the report "Cost of a Data Breach Report 2021" from IBM
Cyber attacks and security Security, the average cost per company as a result of a cyber attack

incidents amounted to 4.24 million US dollars, and the average time to detect and
stop an incident increased to 287 days

« Statistics from Kroll's Global Fraud and Risk Report 2021 show that 33%
of respondents reported an increase in financial fraud in their
organizations as a result of the COVID-19 pandemic

Data on financial fraud and
abuse

« According to the Protiviti Internal Control Optimization Survey 2021,
only 56% of organizations claim that their internal control systems
provide sufficient protection against financial risks

Data on the effectiveness of
internal control systems

« According to Gartner's analytical data, global information security
spending is estimated at $170.4 billion in 2022, which is 10.6% more than
in 2021

Internal control and
cybersecurity costs

Figure 1 — Facts of minimizing fraud in companies in the digital economy
Note: compiled by the authors

These statistics provide an overview of the current state of internal control and cybersecurity.
Based on the collected data, the number of frauds increased during the global pandemic. The reason
was that not all countries are ready for full automation of internal control of companies. As we all
know, the importance and significance of the organization of internal control in the company was
demonstrated in the commercial sector during the Covid-19 pandemic [7]. During this period, many
business processes changed dramatically, revealing the shortcomings and complexities of outdated
business models, and calling into question the viability of established management and accounting
schemes.

However, there is a growing trend of interest in expanding the possibility of introducing
artificial intelligence in the work of company supervisors. Real entrepreneurs feel the need to
introduce new digital solutions, modernize internal control systems, and improve the quality of
reporting [8].

In summary, the following factors may be necessary before automating the company's internal
control and audit system:

- the employees' willingness to work remotely or in a hybrid format;

- the ability to recognize bottlenecks, tasks that need more attention, and areas where
automation can have the biggest impact on the organization;
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- taking into account the requirements of regulators and financial reporting standards when
developing and implementing an internal control and audit system;

- understanding the readiness for change at the present stage.

The creation of methodological support for internal control systems in the age of digital internal
control systems period, in the context of vast information and communication networks and electronic
document management, can be broken down into the following tasks, for example:

1) developing control procedures for processing massive amounts of data, including tools and
methods for automatic processing of structured and unstructured information;

2) creating a risk map of the business processes of the company at the stage of entering
information into automated information systems;

3) development of analytical techniques for digital economy and tool-based production
information management;

4) automated information system management and evaluation of the degree of informatization
and proficiency of staff members carrying out these responsibilities [9].

Due to the many benefits of digitizing the internal control system, commercial organizations
require state aid in planning and executing the process. This support may take the form of information
support, staff skill development, or other services.

Among the requirements that arise during the digitalization of the ICS are also new
requirements for the professionalism of internal auditors. The role of specialists is changing and
gaining new opportunities. Global volumes of information are effectively used by specialists; IT
solutions are aimed at ensuring high-quality audits, understanding business specifics, and identifying
risk factors [9].

The presented table lists the primary challenges associated with integrating digital technology
in the areas of internal control and audit for businesses. In front of each problem, we offer solutions
to each of them.

Table 1 — Problems and solutions of automation of internal control system

Problem Solution

Lack of relevant norms and legal regulations for | Digitalization requires the adoption of legislative acts in every
the implementation and organization of the ICS | country
digitalization

Lack of highly qualified specialists Retraining of personnel, the opening of new scientific training
centers, new materials, labor, and funds

High costs for the introduction of digital | An alternative is cloud storage, which increases productivity,
technologies reduces costs, and provides ease of management and use

Threats to information security Taking information security measures such as data encryption,
multi-factor authentication, access control, and regular backups to
ensure data integrity and confidentiality [10].

Note: compiled by the authors

Based on the proposed solutions, it can be noted that the problems of automation of the internal
control system can be solved through alternative solutions at the moment. It can be summarized that
these shortcomings are related to the unpreparedness of society for changes in the transition to the
digital economy.

To optimize the internal control of the company and solve the first problem, at the present stage
many countries resort to such laws, which can be compiled in Table 2:

Table 2 — Global regulatory legal acts regulating automated programs of companies
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Ne | Name of the law Country of Interpretation
implementation
1 | Sarbanes-Oxley Act (SOX) USA Adopted in response to corporate financial fraud in

the early 2000s. The law requires public companies
to establish internal control and reporting procedures

2 | EU General Data Protection | EC Regulates the protection of personal data of EU
Regulation, GDPR citizens. Although GDPR is primarily concerned
with data protection, many companies use its
provisions to improve internal controls and ensure
information security

3 | Canadian Personal Information | Canada This law defines the rules for the collection, use, and
Protection and Electronic disclosure of personal information by companies in
Documents Act, PIPEDA Canada

4 | Basel EC Proposes unified international standards for banking

activities aimed at reducing risks

5 | Cybersecurity Law China The act regulating the issues of cybersecurity in the

country and software

6 | The Law of the Republic of | Kazakhstan These laws are applicable only to the territory of the
Kazakhstan "On Accounting and Republic of Kazakhstan. The first regulates the rules
Financial Reporting" and the Law of accounting and reporting, the second is guided by
"On Personal Data and their the rules and procedures for protecting the data of
Protection" users of products and employees of companies,

which in turn preserve the confidentiality of doing
business

Note: complied be the authors based on sources [11], [12], [13], [14], [15], [16], [17]

Based on this list, specific laws and regulations may vary depending on the country and the
field of activity of companies. For most large international companies, the requirements of the SOX
law are already relevant, and for banks, the requirements of Basel II.

In other words, other countries may adopt the Laws of other countries, which may apply to their
orders and for the benefit of society. For example, as in the United States, Japan has faced a series of
financial scandals that have undermined investor confidence in its markets. Japan has adopted its own
J-SOX law, developed based on the American version [18]. The provisions of Basel Il are already
being applied in several countries, such as the EU, the USA, Japan, India, and others [15].

Blockchain, artificial intelligence (Al), and other information technologies (IT) are examples
of automation processes. These technologies can help in monitoring business processes and reducing
risks [19].

However, even though these laws formally pay attention only to IT, 80% of issues related to
other departments are related to automation using IT. This is because IT supports most of the
company's core business processes [20]. Many businesses prefer to connect to the blockchain. The
introduction of blockchain technology allows us to link the blockchain with the company's internal
control system. This ensures the reliability and transparency of the data used by the internal control
system.

The use of blockchain allows data to be stored in a decentralized network, which reduces the
likelihood that data will be falsified or lost. This makes the information used in the company's internal
control system more reliable. Thus, blockchain and other IT can help improve the company's internal
control system, ensuring reliability, transparency, and automation of control processes [21].

Based on all the above, in this study, we have collected tools and factors for the development
of internal control in the digital economy through SWOT analysis in Table 3.
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Table 3 — SWOT analysis of the development of internal control in the digital economy

Strengths

Weaknesses

Efficiency: Automation improves internal control and
audit processes by increasing the speed of task completion
and reducing the likelihood of errors.

Standardization: The use of automated systems allows
companies to standardize control and audit processes,
which helps to comply with regulatory requirements and
improve the quality of reporting.

Analytics and reporting: Automated systems provide
extensive opportunities for data analysis and report
generation, which facilitates the process of making
management decisions based on financial information.

Costs: Purchasing licensing, configuring, and training staff
are major expensive outlays involved in the deployment and
maintenance of automated systems.

Technology dependence: The operation of the entire internal
control and audit system may be at risk in the case of
automated system malfunctions or information security
flaws.

Implementation complexity: Setting up and implementing
certain automated systems can be challenging, requiring time
and work from the business and its employees.

Opportunities

Threats

Technological innovation: The constant development of
information technology provides new opportunities to
improve internal control and audit systems, for example,
the use of artificial intelligence and analytical tools.
Productivity improvement: Automation improves the
productivity of internal control and audit processes,
freeing up employees' resources and time for other tasks.
Global expansion: Scaling automation systems allow for
improved synchronization and consistency of processes in
different countries and departments.

State control: Strengthening the conduct of state audit and
control will allow companies to strengthen control and
thereby minimize the likelihood of errors in financial
statements.

Competition: The rapid development of the market for
automation of internal control and audit leads to increased
competition between suppliers of software products and
solutions.

Cybersecurity: The increasing number of cyber attacks and
threats to data security pose a risk to automated systems,
which can lead to information leaks or data integrity
violations.

Compliance: Strict regulatory requirements and standards in
the field of financial reporting can create additional
difficulties in the implementation of automated systems that
require compliance with these standards.

Note: compiled by authors

The presented analysis will allow companies to consider the development trend of the internal
control and audit system in the transition to the digital economy from different angles. However, we
would like to focus on the prevalence of a positive trend in the development of internal control of
companies through the automation of processes, primarily for the company's employees themselves.
The use of software products with access control systems, analytical tools, and automated processes
helps companies identify and prevent potential cases of fraud in the preparation of financial
statements. Many scientific studies confirm that such systems reduce the risk of financial crimes [22].

In the context of different countries of the world, we have compiled a list of software products
that are used by companies to compile financial statements and conduct internal control (Table 4).

Table 4 — Software products by country of the world

Country Software
USA Microsoft Dynamics 365, Oracle ERP Cloud, Salesforce CRM
Germany SAP S/4AHANA, DATEV, Microsoft Dynamics NAV
Japan Oracle E-Business Suite, Microsoft Dynamics AX
UK Sage 50cloud, QuickBooks, Netsuite ERP
China Kingdee ERP, UFIDA, Yonyou ERP
France Cegid, EBP, Sage Business Cloud
India Tally ERP 9, Zoho Books, Marg ERP
Russia 1C: Hpenmnpustue, SAP Business One, Microsoft Dynamics AX
Kazakhstan 1C: Hpennpustue, SAP Business One, Microsoft Dynamics AX
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| Note: compiled by the authors based on source [23] |

It can be noted that many countries have switched to an ERP system with the ability to work in
a remote database. The software list shows that each region integrates its local programs, as in China
and India. The other mentioned countries have similar opinions on the programs, but they rather
modernize them to meet local requirements, for example, Sage in the UK and France, and Oracle in
the USA and Japan. The CIS countries were particularly distinguished in their similar solutions, as
well as in the use of both local and international automated programs.

Additionally, according to a study by the company of the competing Microsoft Dynamics 365
program, the proportion of the use of automated systems on a global scale is as follows in Figure 2.

SAP

8% Microsoft
7%

Oracle
6%

Figure 2 — The use of accounting software products to control the company on a global scale
Note: compiled by the authors based on source [24]

Based on the data from the table and figure, it can be noted that the leading positions in the
software for maintaining the internal control system are global programs such as SAP S/4AHANA,
Oracle ERP Cloud, and Microsoft Dynamics 365.

Software products such as SAP S/4, Oracle ERP Cloud, Microsoft Dynamics 365, and others
are often used by companies to automate and manage business processes, including internal control
of financial statements. In more detail, it can be seen the impact of the program on the company's
internal control system, the positive and negative sides of using the software, as well as the popularity
of using the program in different countries of the world.

Table 5 — Advantages and disadvantages of the software and their impact on the internal control
system

Program Positive side Negative side Communication with the Clients
name internal control and audit of
the company
SAP A comprehensive | High cost of | SAP provides automation of | Volkswagen
SIAHANA solution covering a wide | implementation and | financial processes, | Group (Germany),
range of functionality in | support. - The | standardization of operations, | Toyota Motor
the field of finance and | complexity of | and improved control over | Corporation
risk management customization  and | financial transactions. It also | (Japan), Nestlé
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customization for the
specific needs of the
company

provides analytical tools to
monitor financial data and
support the audit process

(Switzerland),
Tengizchevroil
(Kazakhstan),
Pfizer (USA) etc

Oracle ERP
Cloud

Flexibility and
scalability, allowing to
adapt the system to the
unique requirements of
the company. -
Integration with other
Oracle cloud services

The complexity of
compatibility and
integration with
existing company
systems. - Possible
data security issues
when working in the
cloud

Oracle ERP Cloud provides
tools for automating financial
processes, risk management,
and financial performance
monitoring. Integration with
other Oracle cloud services
facilitates access to data and
ensures its integrity

Siemens AG
(Germany), Sony
Corporation
Gazpromneft
(Russia),
Astana
(Kazakhstan) etc

Air

Microsoft
Dynamics
365

Integration with other
Microsoft products such
as Office 365, which
provides a unified work
environment for
employees. - Flexible
configuration options for
the specific needs of the
company

Limited functionality
compared to some
competitors. - The
need to implement
additional modules to
fully cover all
company processes

Microsoft Dynamics 365
allows companies to automate
financial management
processes by providing an
integrated environment for
managing financial
transactions and monitoring
key indicators. Integration
with Office 365 makes it

Ford Motor
Company (USA),
Renin  (Canada),
Xiaomi  (China),
Aberdeen City
Council
(Scotland),
Group
(Netherlands,

TMF

easier to share data and
collaborate

Kazakhstan)

Note: compiled by the authors [24], [25], [26]

Based on the revealed data in the table, many well-known large companies with branches
around the world have switched to a digital system for conducting accounting control and financial
reporting. The software enjoys great influence among clients in Europe, America, and Asia, but the
third program is still less popular among the CIS countries. However, international companies are
trying to implement automation in their other branches, including in the CIS countries, as in TMF
Group.

That is, in general, these software products help companies improve the efficiency and
reliability of internal control of financial statements, ensuring compliance with standards and
regulations, and reducing the risks of errors and fraud. However, the main problem for many programs
is the difficulty of adapting to the current conditions of the business entity, as well as the additional
costs of introducing innovations. The optimal solution in terms of the impact on auditing and internal
control is the SAP program since it covers all the main areas for monitoring the company and
minimizes interaction with external software products, unlike Oracle and Microsoft. However, from
a management point of view, this software exceeds the cost of other alternative solutions. So, we can
conclude that so far there is no universal program that could be beneficial to either the company's
manager or the accounting and audit department. In general, statistics show that the three mentioned
programs can be adapted to all countries of the world.

From a scientific point of view, the mentioned software, such as SAP S/4AHANA, Oracle ERP
Cloud, and Microsoft Dynamics 365, can significantly improve the company's internal control system
(ICS) as follows:

Standardization of processes: Accounting, reporting, and internal control are standard functions
of these financial management software solutions. This allows enterprises to use uniform control
methods in various departments and areas of their activities.

Automation of control processes: Software products allow to automation of numerous elements
of internal control, such as compliance control, anomaly detection, and data integrity verification.
This reduces the amount of manual work, which reduces the likelihood of errors.
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Access and Authorization management: These programs make it easy to manage access to
financial data and system functions. They allow companies to create a role-based access model that
defines who can access certain data and functions according to the roles and responsibilities of
employees.

Analytics and Monitoring: The programs offer tools for analyzing financial data and monitoring
important performance indicators. This allows us to quickly detect problems and risks.

Standards and regulations compliance: When creating software products, regulatory
requirements, and international financial reporting standards are taken into account. They offer the
tools needed to adhere to legal requirements and financial reporting guidelines.

Thus, these software products play an important role in improving the company's internal
control system, ensuring efficiency, reliability, and compliance with business standards, subject to
compliance with local and international accounting and auditing standards.

Conclusion

The following opportunities for the integration of information technology into financial
reporting, internal control, and audit processes can be identified by the study: lowering the costs
associated with hiring more employees and other expenses; shortening workdays; streamlining staff
tasks; enhancing information security; raising the standard of customer service; and elevating the
significance and worth of internal control.

In other words, the use of IT technology contributes to a major reduction in the need for human
resources and employee time. The cost of managing, processing, storing, and analyzing data is
decreased by using cloud technologies. It also helps to improve audit and internal control, lower risk
factors, particularly human risk, and preserve market competitiveness. A lot of businesses spend a lot
of money developing traditional internal control systems. The digital internal control system, on the
other hand, is a technological advancement that disregards human behavior.

This feature will enable users of financial statements to get forecast data and indicators with
precise computations, as well as assess the efficacy of the business's operations at any time and from
a distance. Thus, complete financial security is offered by the computerized internal control system.

Internal control of financial statements remains one of the main elements of risk management
and ensuring the reliability of financial statements in modern companies. With the development of
the digital economy and the increase in the volume of data, it is becoming increasingly important to
ensure the effectiveness of this system. As shown in the study, software products play an important
role in this process, providing companies with the means to automate, standardize, and improve
internal control processes.

Research shows that companies using software products to manage internal control of financial
statements have more reliable and effective control systems. Products such as SAP, Oracle ERP
Cloud, and Microsoft Dynamics 365 provide comprehensive solutions for automating financial
management processes, providing standardization, automation, and analytics.

Thus, it can be said that modernization offers advantages in the field of internal control for both
internal and external users of accounting company data, even despite the current challenges that some
countries encounter when integrating IT technologies into their internal control systems, such as
regulations, employee training, and additional initial costs.

Software products are crucial in a modern financial reporting internal control system, as they
provide companies with the tools and resources, they need to successfully manage financial risks and
ensure the reliability of reporting. That is, the introduction of these software products allows
companies to improve the quality of their financial statements, reduce the risks of fraud and errors,
and improve the efficiency of their operations. In addition, their use helps companies comply with
regulatory requirements and reporting standards, which is especially important in conditions of strict
regulatory requirements.
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Research in this area can contribute to even greater use of software products and better internal
controls in the digital economy.
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PA3BUTHUE CUCTEMbI BHYTPEHHEI'O KOHTPOJIS1 KOMIIAHUU B
YCJIOBUAX TUPPOBOU DKOHOMUKH

AHHOTAN NS

[TpoGnembl pa3BUTH CUCTEMbI BHYTPEHHETO KOHTPOJISI KOMIIAHUI CTaHOBSTCS Bce 00Jiee OCTPBIMU B YCIIOBHSIX
ObICcTpO pa3BHBarolIeiics HUPpoBoii skoHOMUKH. HacTosiias craThst paccMaTpuBaeT npoOIeMbl ¥ IEPCIEKTUBBI CUCTEMBI
BHYTPEHHET0 KOHTPOJIsl OM3Heca B n(ppoBoii sakoHoMuEKe. bbut cocraBnedr SWOT ananu3, mocpeacTBOM KOTOPOTO ObLIH
00CYXJICHBI MPEUMYIECTBA M HEJOCTATKH AaBTOMATH3alMU CUCTEMbl BHYTPEHHETO KOHTPOJIS, OTMEYas BO3MOXKHbBIE
MPEUMYIIECTBA, TaKKEe KaK yiydiieHne 3GHEeKTHBHOCTH, CHHYKEHHUE OIIMOOK M PUCKOB U YCKOPEHHUE MPOLECCOB ITPUHSITHUS
pemeHuil. OZHOBPEMEHHO OHM YKa3bIBAlOT HA JApPYrHe NpoOJIeMbl, TakHe Kak oOecredeHne HHPOPMAIMOHHON
0€3011acHOCTH, 3aINTA JAHHBIX M 00y4YeHHE COTPYAHUKOB HCIIOIb30BAaHHUIO HOBBIX TEXHOJIOTHH.

Ilenpro craTbu SBISETCS BCECTOPOHHEE PACCMOTPEHHE AaKTyaJbHOCTH pa3BUTUS M TPOOIEM NPOBEACHUS
BHYTPEHHETO KOHTPOJISI KOMIIAHMH B YCIIOBHSX IM(POBOI SKOHOMHKH Ha MHpPOBOH apeHe. B cratbe obcyxmarorcs
Ba)KHBIC TEMBbI, TAKHE KaK aHAJIN3 COBPEMEHHBIX TCHACHINH B U(POBOH 3KOHOMHKE HA MUPOBOM YPOBHE U MX BIHMSHHA
Ha TpeOOBaHMS K CHUCTEMaM BHYTPEHHEro KOHTpOJIS, KaK COOTBETCTBUE MEXKIYHAPOAHBIM CTaHIApTaM, MECTHBIM
3aKOHaM W TPOBEACHHE TOCyNapCTBEHHOro KoHTpousiss. CraTksi Takke OOCYXKIAaeT CYIIECTBYIONIME IPOAYKTHI
aBTOMAaTHU3AlIMH, PACCMATPHBas IOJIOKHUTEILHBIE CTOPOHBI M TIPOOJIEeMbl BHEIPEHHSI, & TAKIKE CPEIM HUX PacCTaBIICHBI
MOMYJIAPHBIE TPOrpaMMbl 110 YPOBHIO TIOMYJIIPHOCTH BHEJPEHHs IPOrpaMMHOrO oOecrieueHHst /i HpPOBEACHUs
BHYTPEHHET0 KOHTPOJISI U COCTaBJICHUsI (PMHAHCOBOI OTYETHOCTH. B 3aKiltoueHun McciieloBaHue MMOTYEPKUBAET, YTO B
M (ppOBOI IKOHOMHKE CHCTEMBI BHYTPEHHET0 KOHTPOJISI JOJDKHBI TOCTOSTHHO OOHOBIISITBCS M Pa3BUBAThCsl, & KOMIIAHUU
B CBOIO OYepe/b, JIODKHBI aKTHMBHO HCIOJIB30BATH COBPEMEHHBIE WH(OPMAIMOHHBIE TEXHOJOTHH IUISi MOBBIIICHUS
3¢ PEKTHBHOCTH U KOHKYPEHTOCIIOCOOHOCTH.

KaioueBble ciioBa: cucTeMa BHYTPEHHETO KOHTpoJs, mmdposusauus, |T, aynur, ¢puHaHCOBas OTYETHOCTS,
TOCY/AapCTBEHHBII KOHTPOJIB, IPOTPAMMHOE 00ECIIEYeHHE.

ADPJIBIK SKOHOMUKA KAFTAVBIHIA KOMITAHUSTHBIH THIKI
BAKBLIAY )KYWECIH JTAMBITY

AHgarna

KomnaHusumapapiH imki 0akpuIay JKYHECiH HaMBITy MpoOiieManapbl KapKBIHIBI JaMbI Kele skaTkaH Lludpibix
SKOHOMHUKA KarIaiibIiHaa oTKip 6oia Tycyzae. bys Makana 1udpiablk 5KOHOMHUKaAaFbl OM3HECTI iMIKi OaKblIay KYHeciHiH
Macesenepi MeH MepCreKTUBaNaphiH KapacTeipagbl. SWOT Tanmaysl jkacaiabl, 07 apKbUIBl iIKi OakplIay KyHeciH
aBTOMATTAHBIPYABIH apTHIKIIBUIGIKTAPEl MEH KEMIIUIIKTepl TaJKbIIaHIBl, THIMAUIIKTI JKakKcapTy, KaTelep MeH
TOyEeKeNACP i a3alTy KoHE MIENM KaOblIaay MPOIeCTePiH KEASNAETY CUSIKTHI BIKTUMAIT AP THIKIIBUIBIKTAPABI aTaIl OTTi.
CoHBIMEH KaTap, oJlap aKMapaTThIK KayilCi3[iKTi KaMTaMmachl3 €Ty, NEePEeKTep/li KOpFay JKoHE KhI3METKEpJepli jKaHa
TEXHOJIOTUSUIApAbl KOJITaHyFa YHPEeTy CHSAKTBI OacKa Maceesep/i KepceTesi.

MakanaHbslH MakcaTbl QJIeMAIK apeHasa HUQPIbIK 3KOHOMMKA >KarJalblHAa KOMITAaHMUSHBIH 1IKi OaKbLIaybIH
KYPTi3ydiH ©3eKTLIri MEH MpoOiieMallapblH JKaH-)KaKThl Kapay OoJbIn TaObutaabl. Makanmama oIeMIiK JeHreumieri
U (PIIBIK SKOHOMHKAIAFbI 3aMaHayH TeHJCHIMSIIAP bl TaJay XKHE OJ1ap IblH XalbIKapalibIK CTaHAapTTapFa, )KepriliKTi
3aH/IapFa COUKECTIK )KoHEe MEMJICKETTIK OaKbLIay bl KYPri3y CHAKTHI iLIKi OakpuIay JKyHenepiHe KOHbUIATHIH TaJanTapra
ocepl CHSKTBI MaHBI3Abl TAKbIPHINTap TaJKbUIaHaIbl. Makalla COHBIMEH KaTap KOJIJAHBICTAarbl aBTOMATTAHJBIPY
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Development of the company's internal control system in the digital economy

OHIMJIEPIH TAJKbUIAH/BI, SHII3Yy/IH OH YaKTapbl MEH MacelesiepiH KapacThlpaJibl, COHBIMEH KaTap OJapJIblH apachlH/a
imKi 0aKpLIay MEH Kap>KbUIBIK CCENTLTIKTI XKacayFa apHaliFaH OaraapiaMaliblK )KacaKTaMaHbl CHT13YIiH TAaHBIMAJIBLIBIK
JieHreiii OobIHIIa TaHBIMaI Oarnapnamainap 6ap.KopbeITbIHABUIAN Kele, 3epTTey UU(PIIBIK SKOHOMUKa/a 1IIKi OaKbuIay
KYHenepi YHeMi JKaHaphIT, JaAMBIIT OTHIPYHI KEPEK, ajl KOMIaHHUIIAp 63 Ke3eTiH e THIMIUTIK eH 09cekere KaOiIeTTiiKTi
apTTHIPY YLUIIH 3aMaHayH aKlNapaTThIK TeXHOJIOTHsIIapabl GeNceH i KOJTaHybl KepeK.

Herizri ce3nep: imki 6akplnay xyieci, mudprasasipy, 1T, ayant, Kapxsinsix Ecenrinik, MemnekeTTik 6axpuiay,
OarmapiamMablK KaMTaMackl3 eTy.
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